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	Country
	Status
	Vote
	Comments
	Received

	Argentina
	P
	Y
	-
	2017-03-17

	Australia
	P
	Y
	-
	2017-03-15

	Austria
	P
	Y
	-
	2017-02-16

	Belarus
	O
	Y
	-
	2017-03-16

	Belgium
	P
	A
	-
	2017-03-10

	Brazil
	P
	A
	-
	2017-03-17

	Canada
	P
	Y
	-
	2017-03-15

	China
	P
	Y
	-
	2017-03-10

	Croatia
	P
	A
	-
	2017-03-16

	Czech Republic
	P
	Y
	-
	2017-03-15

	Denmark
	P
	Y
	-
	2017-03-08

	Egypt
	P
	
	
	

	Finland
	P
	Y
	-
	2017-03-14

	France
	P
	Y
	-
	2017-03-10

	Germany
	P
	Y
	-
	2017-03-02

	Greece
	-
	A
	-
	2017-03-17

	Hungary
	P
	Y
	-
	2017-03-08

	India
	P
	A
	-
	2017-03-02

	Iran
	P
	N
	Y
	2017-03-13

	Ireland
	O
	A
	-
	2017-03-01

	Israel
	P
	A
	-
	2017-03-13

	Italy
	P
	Y
	-
	2017-03-14

	Japan
	P
	Y
	-
	2017-03-06

	Korea, Republic of
	P
	Y
	-
	2017-02-08

	Luxembourg
	O
	A
	-
	2017-03-16

	Mexico
	O
	Y
	-
	2017-03-16

	Netherlands
	P
	Y
	-
	2017-02-28

	Norway
	P
	Y
	-
	2017-03-17

	Poland
	O
	Y
	-
	2017-03-15

	Portugal
	P
	A
	-
	2017-03-17

	Qatar
	-
	Y
	-
	2017-03-15

	Romania
	O
	Y
	-
	2017-03-17

	Russian Federation
	P
	Y
	-
	2017-03-17

	Serbia
	P
	A
	-
	2017-03-17

	Slovenia
	P
	Y
	-
	2017-03-17

	South Africa
	P
	Y
	-
	2017-03-07

	Spain
	P
	Y
	-
	2017-03-17

	Sweden
	P
	Y
	-
	2017-03-15

	Switzerland
	P
	Y
	-
	2017-03-14

	The Former Yugoslav Rep. of Macedonia
	P
	A
	-
	2017-02-16

	Ukraine
	P
	Y
	-
	2017-02-07

	United Kingdom
	P
	Y
	-
	2017-03-07

	United States of America
	P
	A
	-
	2017-03-17



	
	Approval Criteria
	Result

	P-Members voting: 25
	
	
	

	P-Members in favour: 24 = 96%
	
	>=66.7%
	APPROVED

	Total votes cast: 30
	Total against: 1 = 3.3%
	<=25%
	APPROVED

	Final Decision:
	APPROVED



	Notes

	
Vote: Does the National Committee agree to publish the FDIS as an International Standard:
 Y = In favour; N = Against; A = Abstention.
Only votes received before the closing date are counted in determining the decision.
Late Votes: (0).
Abstentions are not taken into account when totalizing the votes.
P-members not voting: Egypt(1).

*Comments rejected because they were not submitted in the IEC Comment form.
**Vote rejected due to lack of justification statement.
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	Date
	Document
	Project Nr.

	
	57/1838/FDIS
	




	MB/NC
	Line number
(e.g. 17)
	Clause/ Subclause
(e.g. 3.1)
	Paragraph/ Figure/ Table/
(e.g. Table 1)
	Type of comment
	Comments
	Proposed change
	Observations of the secretariat

	IR1
	16
	6.4
	Paragraph 6
	ed
	Other relevant entity or organizational credentials
	Other relevant entities or organizational credentials
	Accepted and incorporated

	IR2
	24
	6.6
	5
	te
	with certificate white lists (see 6.7).
	with Authorization and validation lists (see 6.7).
	Accepted and incorporated

	IR3
	
	6.12.1
	Figure 6
	ed
	

	Commissioning
Decommissioning
	Rejected, Error could not be reproduced (Font issue)

	IR4
	
	6.13.7
	Figure 16
	te
	2. Validation Response (Signed) [image: ]
	5. Validation Response (Signed) 
	Accepted and incorporated

	IR5
	29
	8.3.4.1
	Item b)
	ed
	defined in RFC 5652 ([37],
	defined in RFC 5652 [37],
	Accepted and incorporated

	IR6
	32
	9.1.5.5.2.1
	After Figure 29
	ed
	[4] Next Payload – see RFC 2408 for definition and use.

	Item is repeated and should be omitted. 
	Accepted and incorporated

	IR7
	
	9.1.5.5.2.3
	Figure 31
	Te & ed
	dsRef       VisibleString     SIZE(1..129))
	dsRef       VisibleString     (SIZE(1..128))
	Accepted and incorporated

	IR8
	
	9.1.5.5.2.3
	Figure 35
	Te 
	dsRef       VisibleString     (SIZE(1..255))
	dsRef       VisibleString     (SIZE(1..256))
	Accepted and incorporated

	IR9
	
	10
	Figure 39
	te
	Relation between part 9 and 11
Asymmetric keys for public/private keys and symmetric keys for secret keys
	Asymmetric encryption algorithms  for public/private keys and symmetric encryption algorithms for secret keys
	Accepted and incorporated

	IR10
	
	10
	Figure 39
	te
	Relation between part 9 and 5
Asymmetric keys for public/private keys and symmetric keys for secret keys
	Asymmetric encryption  algorithms  for public/private keys and symmetric encryption algorithms for secret keys
	Accepted and incorporated

	IR11
	
	
	Figure 13
	ed
	Omitted arrow line for 2
	Draw the arrow line for 2.
	Rejected, arrow already there

	IR12
	
	
	Figure 16
	ed
	Omitted arrow line for 2,3,4,5
	Draw the arrow line for 2,3,4,5 directions.
	Rejected, arrows already there

	IR13
	P47, l24
	8.1.7
	9
	ge
	See 6.13.2
	See 6.13.3
	Accepted and incorporated

	IR14
	P66
	
	3
	ge
	[1] Version
	[1] VERSION
	Rejected as it references the variable name not the type.



	CA-01
	-
	-
	-
	editorial
	The Annex A PICS doesn’t separate infrastructure entities from end device entities and A-3a and A-3c doesn’t apply to an end-device. 
	Should we rework or split this table.
	Statement incorporated to reflect mandatory part for infrastructure

	CA-02
	-
	-
	-
	editorial
	The WG15 is already discussing changing the mandatory support for GDOI to conditional based on GOOSE/SMV support of the device to remove an inconsistency.
	Add conditional requirements for devices that support GOOSE/SMV
	Accepted and incorporated, see DE 03-06, too

	DE-01
	
	7.2
	
	ed
	Wrong title: ‘Proforma Implementation Conformance Statement’
	Correct into: ‘Protocol Implementation Conformance Statement’
	Accepted and incorporated

	DE-02
	
	7.2
	
	ed
	Wrong reference: ‘Annex D’
	Correct into ‘Annex A’
	Accepted and incorporated

	DE-03
	
	Annex A
	PICS table
S1
	te
	“Group based key management (GDOI)”
is stated as mandatory to support.
	As the support of group based security is only required when supporting GOOSE security, as described in IEC 61850-90-5 and specified in IEC 62351-6, this statement is proposed to change from mandatory to conditional , with the condition: when GOOSE security is supported.
	Accepted and incorporated

	DE-04
	
	Annex A
	PICS table
S2
	te
	“GDOI requirements” 
is stated as mandatory to support.
	As the support of group based security is only required when supporting GOOSE security, as described in IEC 61850-90-5 and specified in IEC 62351-6, this statement is proposed to change from mandatory to conditional , with the condition: when GOOSE security is supported.
	Accepted and incorporated

	DE-05
	
	Annex A
	PICS table
S3
	te
	“Internet Key Exchange Version 1 (IKEv1) “
is stated as mandatory to support.
	As the support of group based security is only required when supporting GOOSE security, as described in IEC 61850-90-5 and specified in IEC 62351-6, this statement is proposed to change from mandatory to conditional , with the condition: when GOOSE security is supported.
	Accepted and incorporated

	DE-06
	
	Annex A
	PICS table
S7
	te
	“Phase 1 IKEv1 main mode exchange type 2 “
is stated as mandatory to support.
	As the support of group based security is only required when supporting GOOSE security, as described in IEC 61850-90-5 and specified in IEC 62351-6, this statement is proposed to change from mandatory to conditional , with the condition: when GOOSE security is supported.
	Accepted and incorporated

	DK
	
	6.7.3
	
	Editorial
	“It may stringent time constraints”
	Change to: “It may have stringent…”
	Accepted and incorporated
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The validity check of a certificate may become complex, especially if the certification path is
rather long. For this case, the Server-Based Certificate Validation Protocol (SCVP) allows an
entity to delegate the certification path construction and certification path validation to a

L] “master” node. This protocol is defined in RFC 5055 ([34]). SCVP may be used in conjunction
s with CRL as well as with OCSP (as shown in Figure 16).
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Figure 16 - Overview Server-Based Certificate Validation Protocol using OCSP Backend

Additionally, in general, it is recommended to keep CA hierarchies as flat and compact as
possible to reduce the performance penalties incurred when validating certificate chains.

6.13.8  Short-lived certificates

Short-lived certificates (public-key certificates or attribute certificates) may not need to
revoked, as the possibility for compromise is quite low. Short-lived public-key certificates

probably not relevant, as they may imply additional overhead for issuing and distributing ne
public-key certificates.
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